Useful safeguarding information and contact numbers for parents/ carers and students

Useful Numbers below.. 
Samaritans - 116 123 
Childline - 0800 1111
NSPCC - 0808 800 5000
 Mind - 0300 123 3393



Tips for online safety
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"Getting switched on to online dangers" click on this link to view the Safeguarding Children Board publication re. on online dangers.
The internet is a wonderful tool, offering unprecedented opportunities for communication, information, education and experiences from across the world. What’s more, we can access the internet whenever and wherever we choose, whether from a personal computer, laptop, mobile phone or games console. 

Alongside these many positive benefits, however, there are risks which can reflect those in the off-line world. There are people who will use the internet to gain access to children and young people with the intention to harm them. It is vitally important, therefore, just as you would protect your child in the real world, you also protect them when they are online. 





Online grooming
Adults who want to look at inappropriate images of children and young people, engage children and young people in sexual acts, or talk to them for their own sexual gratification are called child sex abusers.

Child sex abusers will use the internet to anonymously make contact with children and young people, often using a variety of grooming techniques to do so. They will build trust with children and young people by lying to them and often pretending to be someone that they are not. For example, they will pose as someone much younger than they are, or set up a persona to mask their true identity, and to build up friendships with children and young people. 

After a while, they will attempt to engage the child or young person using more intimate forms of communication, for example with the use of images and webcams. Child sex abusers will often use blackmail and guilt as a way of getting a child or young person to meet with them.



Social networking 

Chatting with friends online can be great fun, but sometimes children and young people may find themselves in situations where they feel uncomfortable or out of their depth. Children and young people will often share friends, assuming that because someone is a friend or relative of someone they know, they must be trustworthy. But every time a child or young person give out their personal details to strangers, they are putting themselves at risk. 

The online world can seem different to real life, and children and young people can sometimes say and do things that they wouldn't normally do if they met someone face to face. This can include giving out personal information such as mobile numbers and pictures of themselves.







Mobile phones

Many new mobile phones have web access, which means that young people can access the internet wherever they are, and without any supervision. Picture and video messaging are also common features on mobile phones, making it easy for inappropriate images to be shared around several phones, edited and even put online.

Young people should be aware that they put themselves at risk of mobile bullying, or inappropriate intimate contact if they give out their mobile number to people they know or don't fully trust.




Terrorism and violent extremism

People involved in terrorism and violent extremism will exploit the internet for both operational purposes and as a tool for radicalisation and recruitment. This represents a serious risk to vulnerable individuals using the internet. 

So how can you protect your child online?

· Don’t put a computer in your child’s bedroom – it is better located in a communal area where you have sight of it.
· Ensure your child knows that they shouldn’t give out personal information over the internet.
· Ensure your child knows that they should never go to meet anyone that they have met over the internet.
· Know what sites your child accesses and the people that they talk to.
· Stay alert to any sudden mood changes or major changes in habits, particularly in increased secretiveness.
Sextortion - CEOP link to advice for parents and individuals and sextortion.

Zipit do?
If someone’s tries to send naked images youngsters can use the images on Zipit to keep the situation in control.  Zipit helps to get flirty chat back on the right track. It's packed with killer comebacks and top tips to help teenagers stay in control of the chat game.
Users can:-
· Save images onto their device and share them with friends.
· Share images on Facebook, Twitter, BBM or via email. 
· Find out how to deal with a sexting crisis. 
· Get advice on how to flirt without failing. 
· Call ChildLine or save the number to a mobile phone.
Images can also be shared from Zipit through other apps like Whatsapp or Instagram, depending on the type of phone and what apps are downloaded. 

Zipit is free to download, but if images are sent as a text with a picture (through MMS or Multimedia Message Service) there will be a charge by your mobile provider.



Top Tips for on line safety are attached below
· Cyber bullying
· On line Grooming
· Facebook
Useful links
· www.nspcc.org.uk, 
· www.barnardos.org.uk 
· netmums
Staffordshire police advice
· snapchat safety
· minecraft safety
· xbox one safety
· playssation 4 safety
www.thinkuknow.co.uk: the main UK Government website with advice for parents on how to keep children safe online
Child Exploitation and Online Protection Centre (CEOP) is the Government body dedicated to eradicating abuse of children. Concerns about inappropriate contacts between a child and an adult, including online, can be reported directly to CEOP.
The Internet Watch Foundation (IWF) works to remove illegal material from the internet. If you have found any material you believe to be illegal e.g. child sex abuse images, other obscene material or material which incites racial hatred, you can report it to the IWF



See below some useful information / posters  for contact details etc
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38% of young people have been affected
by cyber-bullying

The following categories are considered as cyberbullying:

Sending threatening or discomforting text message to a mobile phone
Making silent, hoax or abusive call to mobile phones

Making and sharing embarrassing images or videos via mobile phone or website
Broadcasting unsuitable web cam footage that is threatening or manipulative
Leaving hurtful messages on social networking sites or sending the same
message to that person’s peer group

‘Outing’ people by publishing or disseminating confidential information online
Stealing an online identity in order to cause trouble in that person’s name
Deliberately excluding people from online games or groups

Setting up hate sites or hate groups against an individual

Sending menacing or upsetting responses in chat rooms, online games, or
messenger ‘real time’ conversations

Voting for someone in an insulting online poll

Sending someone ‘sexts’ that try to pressure them into sexual acts

Some of these behaviours or activities are illegal. A person
involved could be investigated by the police and prosecuted.

FOR MORE INFORMATION VISIT:
www.safeguardingchildren.stoke.gov.uk
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n Top tips for Parents
'«S%},) Minimum age of Facebook is 13 Q._\ I‘

Set up your own profile so you understand how the site works
and ask your child to add you as a friend on their profile so you
know what they are posting online

Check their profile is set to ‘private’ and that only friends can see
information that is posted

Monitor your child’s use and talk to them about safe and
appropriate online behaviour

Be open with them about the dangers of sharing personal
information and posting offensive messages or photos

Help them to install the CEOP (Child Exploitation and Online
Protection Centre) application from www.facebook.com/clickceop
on their profile. This places a bookmark on their profile to CEOP
and the Report Abuse button which has been known to deter
offenders

Have a look at the advice for parents/carers
from Facebook www.facebook.com/help/?safety=parents
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The national campaign is aimed at adults who have been

abused in childhood. Adults can receive advice and

Support by contacting the following number:
Suppartaiindoase

Inuiry Information Line on

(Open weekdays 8am-8pm, Saturdays 10am-12pm
Calls are free and do not show on the callers

Iren and Young People

1f you think a child or young person is in immediate
If a child or young person is at risk of significant harm

= Safeguarding Referral Team Telephone 01782

= email SRT Referrals@stoke.gov.uk
Emergency Duty Team - 01782 234234 (After Spm)
You may be concerned about a child or young person.
You may or may not know them, or even their name.

Child protection is everyone's responsibilty. Abuse can
take many different forms such as:

Don't assume that someone else will take responsibility
and make that telephone call.

You could help to save a

Quick Links
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Home / Children And Young People

Information for Children or Young People

The numbers to call if you are worried about a child or
young person and think they may be the victim of
neglect or abuse:

If you or you think a child or young person is in
immediate danger telephone 999

If a child or young person is at risk of significant harm
contact the

Safeguarding Referral Team Telephone 01782
235100

email SRT.Referrals@stoke.gov.uk

Emergency Duty Team - 01782 234234 (After
5pm)

Or you can call a national helpline number (free of
charge):-

= NSPCC Helpline - 0808 800 5000
= Childline 0800 1111

If you've got worries or need some advice we can
help.

If something is worrying you or making you scared and
you are not sure it's abuse, it's important to talk to
someone you trust.

You can be hurt by an adult or another young person
in many ways. Abuse can be any of the following:

« physical abuse;
= emotional abuse;
= sexual abuse; or
= neglect

Quick Links
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